
Security Statement

Notes about Security

We are committed to maintaining our Web site as a useful and user-friendly communications
resource for our members. Naturally, security is a significant concern to Internet users. As a
financial institution, we want to play our part in ensuring that our corner of cyberspace provides

the maximum level of security to all of our online members.

Enhanced Security

The Credit Union is connected to the Internet in a way that keeps all the credit union's internal
systems and member information away from prying eyes. As our Net serv ices develop, our

primary focus will be to maintain the high security standards we now have in place and to keep
you, the member, informed about those developments.

Your Credit Union Online Banking Password

In addition to the security provided through the web server and your secure browser, your Online

Banking password ensures that you are the only authorized user with access to your account
information. Be sure to change your password every six months or so to ensure the integrity of

your password.

Computer Security

In addition to the systematic precautions that we have taken to ensure information security, it is
important that you maintain security of your computer terminal so that others cannot access your

personal and financial information.

If you are using SafeAmerica’s Online Banking in a public place, you should logout when you

finish by clicking "Log-off”.  Any future transactions will then require a password. If you forget to

logout, then you are automatically logged out after seven minutes.

Your personal pages that you have viewed with Online Banking stay in your browser's cache. If
you leave the browser running on a computer in a public place, then other people can use the

"Back" button to view your balances and other personal information. If you are concerned with
privacy, then after logging out you should clear the browser's disk and memory cache and exit the

browser.


